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第一部分 无线上网指南
一、苹果系统校园无线网连接指南
第一步：点击设置
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第二步：点击Wi-Fi，开启手机Wi-Fi功能。（Wi-Fi、WLAN都指无线局域网）
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第三部：找到网络名称（SSID）为HNUC-pub的无线网，点击连接
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第四步：系统会提示网络需要登录认证，通过消息栏或者直接打开浏览器Safari
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第五步：待系统打开认证页面后，输入用户名、密码。用户名为个人学号（教职工为工资代码，其他无工资代码校内人员须来二办902办理实名制手续），初始密码为88689270，修改密码请参看后续部分。
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第六步：恭喜您，登录成功！
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二、安卓系统校园网连接指南
第一步：点击设置
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第二步：点击WLAN
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第三部：找到网络名称（SSID）为HNUC-pub的无线网，点击连接
[image: image9.jpg]0.00K/s &

HNUC-pub >

Hith...




第四步：系统会提示网络需要登录认证，通过消息栏或者直接打开浏览器
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第五步：待系统打开认证页面后，输入用户名、密码。用户名为个人学号（教职工为工资代码，其他无工资代码校内人员须来二办902办理实名制手续），初始密码为88689270，修改密码请参看后续部分。
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第六步：恭喜您，登录成功！
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第二部分 账户管理（修改密码）
由于账户建立设置初始密码统一为88689270，为了保障个人信息安全及个人隐私，所以建议用户尽快修改个人密码。
1、 登录自助服务平台（PC、手机和平板都可进行）
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2、 修改个人密码，文本框内输入新密码，提交注意！！下面“修改”按钮仅用来修改计费组而非个人信息。
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修改密码的“保存”按钮在页面最下端，如下图：
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操作成功后，有如下提示信息：
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3、 其他操作
其他个人账户管理信息都可通过其他功能模块查询。
第三部分 无线网使用注意事项
随着校园无线网的覆盖，大家会慢慢喜欢上这一便捷的上网方式，下面简单的给大家讲解一下一些好的无线网使用习惯。
　　有些攻击者假冒机场或酒店名称，伪造一些看似可信的Wi-Fi网络名字，但它们实际上一点也不可信。在这些恶意的Wi-Fi网络中上网，您传输的信息很可能被犯罪分子记录下来，并加以利用。建议最好使用有密码保护的公共网络，降低被欺骗的可能。
　　旅行途中，您的邻座可能有意无意地瞟到您计算机屏幕上的内容或键盘敲击信息，并“顺便”记住您访问的网址、以及登录名和密码;其他场合亦是如此。因此，用户需小心防范。
　　避免在使用公共Wi-Fi网络“浏览网页时”输入机密信息，如银行账户号码、密码、身份证号码等。可以使用专用客户端，如银行推出的移动客户端、支付宝移动客户端等等，这些专用软件具有数据加密功能。
　　设置蓝牙连接的可见性为“隐藏”，而非“可见”，如果你不需要蓝牙连接，建议将其关闭。
　　安装了杀毒软件的用户，可以设置杀毒软件的自动更新功能，将最新病毒定义库和产品更新至用户计算机中，从而有效保护计算机免受变化多端的病毒攻击。
　　上述的一些常见也是比较实用的习惯呢，大家如果能做的很好的话，相信必然能远离入侵了。
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